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1
METHOD FOR PROVIDING SOFTWARE TO
BE USED BY A CONTROL UNIT OF A
VEHICLE

CROSS-REFERENCE TO RELATED
APPLICATIONS

This application is a CONTINUATION of PCT Applica-
tion No. PCT/EP02/07398 filed on Jul. 4, 2002.

BACKGROUND AND SUMMARY OF THE
INVENTION

This application claims the priority of German patent
document 101 40 721.1, filed 27 Aug. 2001, the disclosure of
which is expressly incorporated by reference herein.

The invention is directed to a method of providing software
for use by a control unit of a vehicle, such as a motor vehicle
or motorcycle.

Control units for motor vehicles normally have a sequence
control which is controlled by software. After the manufac-
ture of the control unit by the company producing the vehicle
or by a supplier, the software is stored in the control unit, and
is maintained there after the unit is mounted. As a result, the
software can be exchanged or altered only in a damaging
manner.

It is therefore an object of the present invention to improve
the software/hardware combination, particularly of a motor
vehicle or of a passenger car.

According to the invention, this object is achieved by sign-
ing software provided for use by a control unit of a vehicle
(particularly of a motor vehicle or motorcycle). A public-key
method is used to protect against falsification by using the
secret or private key of a software signature site. In particular,
the public-key method uses a special pair of keys, specifically
a secret private key and a public key complementary to the
latter.

As an alternative or in addition, in another embodiment of
the invention, a software signature certificate is generated
using the public key of the software signature site and the
secret key of a control entity (a so-called trust center) within
the framework of a public-key method.

As a further alternative or addition, a control entity certifi-
cate or trust center certificate may be generated by using the
secret key of the control entity.

According to another embodiment of the invention clear-
ing code data may be signed by using the secret key of a
clearing code site within the framework of a public-key
method.

According to another embodiment of the invention, a clear-
ing code site signature certificate may be generated by using
the secret code of the control entity—the trust center—within
the framework of a public-key method. In addition, the trust
center certificate may be stored in the control unit in a manner
protecting it against a falsification and/or an exchange, as in a
protected memory, a memory area, or the like. The clearing
code site signature certificate, the software signature certifi-
cate, the clearing code data and their signature as well as the
software and its signature may be stored in the control unit.

As an alternative or in addition, it is provided in another
embodiment of the invention that the software signature cer-
tificate has one or more validity restrictions, such as, in par-
ticular, a restriction to one or more control unit types.

Similarly, the clearing code site signature certificate may
also have one or more validity restrictions, such as, in par-
ticular, a restriction to a certain control unit which is speci-
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2

fied, for example, by means of a number, identification, or the
like, invariably stored in this control unit, or the vehicle
identification number.

As an alternative or in addition, it is provided in another
embodiment of the invention that the software signature cer-
tificate is checked for integrity within the framework of a
public-key method, while using the public key of the trust
center.

The signed software may be checked for integrity within
the framework of a public-key method, by using the public
key of the software signature site contained in the software
signature certificate. Correspondingly, the clearing code site
signature certificate may be checked for integrity within the
framework of a public-key method using the public key of the
trust center.

The signed clearing code data may be checked for integrity
within the framework of a public-key method using the public
key of the clearing code site contained in the clearing code
site signature certificate.

As a further alternative or in addition, the control unit may
be equipped with a sequence controlled microprocessor
which carries out one of the above-described methods using
the public-key method.

Other objects, advantages and novel features of the present
invention will become apparent from the following detailed
description of the invention when considered in conjunction
with the accompanying drawings.

BRIEF DESCRIPTION OF THE DRAWINGS

The single FIGURE is a graphic representation of a method
according to the invention for providing software for operat-
ing a control unit in a vehicle, particularly in a motor vehicle
or motorcycle.

DETAILED DESCRIPTION OF THE DRAWINGS

In the flow chart 100 illustrated in FIG. 1, which uses the
known public-key method, a program code for the sequence
control of a control unit 115 (that is, a control unit software
113) is transmitted to a so-called software signature site 105
for the purpose of its signature. The control unit 115 is a
program-controlled data processing unit which preferably
has a programmable memory and a microprocessor. By
means of the signature, it can be detected whether the pro-
gram code has been changed or manipulated after the signa-
ture, in a manner explained in detail hereinafter.

Specifically, the control unit is a conventional control unit
in a vehicle for controlling or regulating actuators and other
program-controlled equipment of a vehicle, such as a com-
munication system, an audio system or a navigation system.
(Although currently a large number of control units for dif-
ferent functions or actuators are provided in vehicles, the
control unit according to the invention may also be one or
more program-controlled data processing units which take
over the controlling and/or regulating tasks of more than one
control unit.)

The software signature site 105 requests a software signa-
ture certificate 120 from a so-called trust center 101 of the
vehicle manufacturer in whose vehicle the control unit 115 is
installed or to be installed. The software signature site 105
preferably is the manufacturer of the software 113, in which
case the latter is preferably also the manufacturer of the
control unit 115.

Using its (non-public) private key 103 as well as the public
key 108 of the software signature site 103, the trust center 101
generates the software signature certificate 120. This soft-
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ware signature certificate 120 includes in particular the public
key 108 (e.g., a third public key) of the software signature site
105, preferably one or more validity restrictions (not shown),
and a signature 121 (e.g., a third signature) generated by the
trust center 101. The signature permits checking as to whether
the certificate has been changed or manipulated since its
“signing” or signature.

A validity restriction in the software signature certificate
120 checked by the control unit 115 with respect to its com-
pliance, may be a restriction concerning the number of oper-
ating hours, a running or mileage performance, a locality
limitation (with respect to the location of the vehicle), a time
indication or time duration, one or more vehicle types, one or
more control units or control unit types, a vehicle identifica-
tion number or a control unit number. The software signature
certificate preferably restricts use of the software to one or
more control unit types. A further restriction may consist of
the fact that the manufacturer of a software can write the latter
into a control unit or store it there or operate it there only if the
manufacturer of the software is also the manufacturer of the
control unit. Checking of one or more validity restrictions
preferably takes place by a sequence-controlled microproces-
sor (not shown) provided in the control unit 115, the sequence
control or software of this microprocessor being designed
correspondingly.

Furthermore, the trust center 101 uses its secret key 103 to
generate a trust center signature certificate 116. The latter
includes the public key 101 and a signature 117 generated
using the secret key 103 of the trust center 101.

Using its private or secretkey 109 and the software 113, the
software signature site 105 generates a signature 114 by
means of which it can be checked by the control unit (in
particular, a program-controlled microprocessor that
executes a computer program product sequence) whether the
software 113 has been changed after its signing by means of
the signature 114.

The certificates 116 and 120 as well as the software 113 and
their signature 114 are transmitted into the control unit 115
and stored there. The storage of the trust center signature
certificate 116 takes place in a protected memory or memory
area 122, which prevents it from being changed and/or
exchanged. When the manufacturer of the software and the
manufacturer of the control unit are the same company, this
preferably takes place, in whole or in part, by the manufac-
turer before the delivery of the control unit to the vehicle
manufacturer.

For actualizing the software stored in the control unit, or for
providing additional or alternative software in the control unit
115, according to the invention, several methods can be used
for installing the software in the vehicle. This can take place,
for example, during a shop visit, by way of a diagnostic plug
or a communication interface of the vehicle, or by a data
carrier handed over by, the vehicle owner, such as a CD-
ROM, DVD or chip card. The software is then played in,
possibly by way of a reading device for the corresponding
data carrier provided in the motor vehicle.

Before the control unit 115 executes the software 113
received in this manner, in a first step it checks whether the
software signature certificate 120 has been changed or
manipulated, using the public-key method based on the soft-
ware signature certificate 120 (which has the public key 108
of'the software signature site 105 and the signature 121 of the
trust center 101) and the public key 102 of the trust center 101
stored in the protected memory or memory area 122.

If no change or manipulation is detected, in a second step
the control unit checks whether the software 113 has been
changed or manipulated, based on the public-key method,
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using the public key 108 of the software signature site 105
(which had been checked in the first step by using the public
key 102 of the trust center 101 with respect to its unchanged
condition) and the software 113 and the signature 114.

In the embodiment described hereinafter, the positive
course of the check in the first and second step, preferably by
aprocessor (not shown) of the control unit, is a necessary but
not sufficient prerequisite for the execution of the software
113 by the control unit 115. That is, an additional check is
preferably made, for example, by the control unit 115 or a
sequence-controlled microprocessor (not shown) provided in
the control unit 115, whether one or more validity restrictions
or validity prerequisites have been met (such as an operating
hour restriction on the usability of the certificate 120). Such
validity restrictions or prerequisites are preferably filed in the
software signature certificate 120 by the trust center 101. As
required, compliance with the validity restrictions or validity
prerequisites constitutes another condition for the execution
of the software 113 by the control unit 115.

In another embodiment, which will not be discussed here in
further detail, these are the sole or sufficient prerequisites for
the execution of the software by the control unit.

Unless already stored in the control unit 115 or in the
vehicle, the signed software (which has the control unit soft-
ware 113, the software signature 114, and the software sig-
nature certificate 120 provided with the public key 108) is
made available to the user of a vehicle on a data carrier (not
shown), such as a CD-ROM or DVD, optionally with addi-
tional software. Its data content can be accessed, for example,
by way of a corresponding data processing device (not
shown) which is connected with at least one control unit of a
motor vehicle.

In the discussion that follows, it is assumed that the user
wants to utilize software available by the data carrier or the
additional functionality offered thereby, and correspondingly
wants to load the software into one or more control units and
to execute it there.

In the preferred embodiment discussed here, steps are
required in addition to the above-mentioned steps, or prereq-
uisites are to be met. In the embodiment described here, the
owner of the vehicle establishes contact with a so-called
clearing code site 104 by telephone or over the Internet from
the vehicle. After clarification of the manner of payment
modalities the owner selects the corresponding software to be
cleared, and transmits the vehicle identification number and/
or a number characterizing the corresponding control unit, or
the like. (This can also take place electronically by reading
out and transmission from the corresponding one or more
control units.) In the case of a time-dependent usage fee for
the software, the owner also indicates the time period for
which he wants to use the software. So-called clearing code
data 111 are generated on the basis of this usage information
110.

The clearing code site 104 requests a so-called clearing
code site signature certificate 118 from the trust center 101.
Using the public key 106 of the clearing code site 104 and the
secret key 103 of the trust center 101, the trust center 101
generates the clearing code site signature certificate 118,
using the public-key method.

Furthermore, the software 113, the signature 114 and/or
information or a software number or the like derived there-
from may be filed at the clearing code site 104; it may also be
entered (partly or completely) into the clearing code site
signature certificate 118. The clearing code site signature
certificate 118, in particular, has the public key 106 of the
clearing code site 104 and the signature 119 generated by the
trust center 101. By means of the signature 119 it can be
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determined whether the certificate 118 has been changed or
manipulated since its “signing” or signature.

The clearing code site signature certificate 118 preferably
also has one or more validity restrictions which are not explic-
itly illustrated. Such a validity restriction (which is checked
for compliance by the control unit 115) may be, for example,
a restriction concerning the number of operating hours, a
running or mileage performance, a locality limitation, a time
indication or time duration, one or more vehicle types, one or
more control units or control unit types, a vehicle identifica-
tion number or a control unit number. The clearing code site
signature certificate preferably has a restriction which limits
usability to a certain control unit number individualizing the
control unit, or a vehicle identification number. Checking of
one or more validity restrictions preferably takes place by a
sequence-controlled microprocessor (not shown) provided in
the control unit 115. The sequence control or software of this
microprocessor is designed correspondingly.

A preferred clearing code includes part or all of the follow-
ing information groups checked by the control unit 115 and
compared with reference information: Software identifica-
tion, vehicle identification number and/or control unit num-
ber, validity restriction, such as particularly an absolute time
indication, the number of operating hours, identification of
the party requesting the clearing code, for example, a vehicle
dealer or a vehicle owner, identification of the clearing code
site generating the clearing code, generating date and signa-
ture.

A restriction may, for example, also consist of the fact that
the clearing code site can clear software and/or data for use by
a navigation system provided in the vehicle (such as, in par-
ticular, map data, or the like) but not software or data for
changing the engine control and/or particularly for sequence
control of safety-relevant control units.

The clearing code site signature certificate 118 generated
by the trust center 101 and the clearing code data 111, includ-
ing their signature, are transmitted into the vehicle (not
shown), and subsequently into the corresponding control unit
115 and are stored there. The transmission preferably takes
place in a wireless manner, particularly by way of a mobile
telephone network and/or an Internet connection.

Before the control unit 115 executes the software 113
received in this manner, in a third step it checks whether the
clearing code site signature certificate 118 has been changed
or manipulated, using the public-key method based on the
clearing code site signature certificate 118 (which has the
public key 106 of the clearing code site 104 and the signature
119 of the trust center 101) and the public key 102 of the trust
center 101 stored in the protected memory or memory area
122. If not, in a fourth step the control unit 115 checks
whether the clearing code data 111 have been changed 113 or
manipulated using the public-key method, based on the pub-
lic key 106 of the clearing code site 104 (which was checked
in the third step using the public key 102 of the trust center
101 with respect to its unchanged condition), and the clearing
code data 111, including their signature 112.

Preferably, an additional check is made in a fifth step (for
example, by the control unit 115 or a sequence-controlled
microprocessor (not shown) provided in the control unit 115)
whether one or more validity restrictions or validity prereq-
uisites have been met. The latter are preferably filed in the
clearing code site signature certificate 118 by the trust center
101. Otherwise, the release of the software or its execution is
blocked, particularly by the microprocessor.

The positive course of the check in the third and fourth step,
as well as, if required, the positive check in the fifth step,
preferably by a processor (not shown) of the control unit, in
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the described preferred embodiment of the invention, is suf-
ficient for the execution of the software 113 by the control unit
115.

The foregoing disclosure has been set forth merely to illus-
trate the invention and is not intended to be limiting. Since
modifications of the disclosed embodiments incorporating
the spirit and substance of the invention may occur to persons
skilled in the art, the invention should be construed to include
everything within the scope of the appended claims and
equivalents thereof.

What is claimed is:

1. A method of providing software for use by a vehicle
control unit configured to be installed in a vehicle, said
method comprising:

generating a software signature certificate using a public

key of a software signature site and a secret key of a
control entity of a trust center of a vehicle manufacturer
of the vehicle in which the vehicle control unit is con-
figured to be installed, wherein the software signature
certificate is configured to be usable to restrict use of the
software to at least one type of vehicle control unit,
according to a public-key method,

wherein prior to execution of the software by the vehicle

control unit,

signing the software against falsification, using a secret
or privatekey of the software signature site, according
to a public-key method;

checking the software signature certificate for integrity
according to a public-key method using a public key
of the trust center; and

checking the signed software for integrity, using the
public key of the software signature site contained in
the software signature certificate, the public key of the
software signature site being complementary to the
secret or private key of the software signature site,

wherein a clearing code site signature certificate is further

generated using the secret key of the control entity of the

trust center according to a public-key method,

wherein the clearing code site signature certificate is con-

figured to be usable to restrict use of the software to a

specific vehicle control unit using a unique number indi-

vidualized to said specific vehicle control unit, and

wherein the method further comprises

restricting use of the software in accordance with each of
the software signature certificate and the clearing
code site signature certificate.

2. The method according to claim 1, wherein clearing code
data are signed using a secret key of a clearing code site
according to a public key method.

3. The method according to claim 1, wherein a trust center
certificate is generated according to a public-key method by
using the secret key of the control entity, and wherein the trust
center certificate is protected against falsification and
exchange, in a protected memory area in the control unit.

4. A method of providing software for use by a vehicle
control unit configured to be installed in a vehicle, said
method comprising:

before the software is used by the vehicle control unit,

signing the software against falsification, using a secret
or private key of a software signature site, according to a
public-key method;

checking the signed software for integrity, using a public

key complementary to the secret or private key of the
software signature site, wherein a clearing code site
signature certificate, a software signature certificate and
the software and the software signature are stored in the
vehicle control unit, and the software signature certifi-
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cate is generated using the public key of the software
signature site and a secret key of'a control entity of a trust
center of a vehicle manufacturer of the vehicle in which
the vehicle control unit is configured to be installed,

wherein the software signature certificate is configured to
be usable to restrict use of the software to at least one
type of vehicle control unit,
wherein the clearing code site signature certificate is con-
figured to be usable to restrict use of the software to a
specific vehicle control unit using a unique number indi-
vidualized to the specific vehicle control unit, and

restricting use of the software in accordance with each of
the software signature certificate and the clearing code
site signature certificate.
5. The method according to claim 1, wherein the unique
number individualized to the specific vehicle control unit is
stored in the vehicle control unit in an invariable manner.
6. The method according to claim 1, wherein the clearing
code site signature certificate is checked for integrity accord-
ing to a public key method, using a public key of the trust
center.
7. The method according to claim 2, wherein the signed
clearing code data are checked for integrity according to a
public key method, using a public key ofthe clearing code site
contained in the clearing code site signature certificate.
8. The method according to claim 1, wherein the vehicle
control unit is equipped with a sequence-controlled micro-
processor that implements one of the above-described meth-
ods.
9. A data processing system for a motor vehicle, wherein
the system comprises:
a memory, and
wherein generating a software signature certificate using a
public key of a software signature site and a secret key of
a control entity of a trust center of a vehicle manufac-
turer of the vehicle in which a vehicle control unit is
configured to be installed, wherein the software signa-
ture certificate is configured to be usable to restrict use of
the software to at least one type of vehicle control unit,
according to a public-key method,
wherein prior to execution of the software by the vehicle
control unit,
signing the software against falsification, using a secret
or private key of the software signature site, according
to the public-key method;
checking the software signature certificate for integrity
according to a public-key method using a public key
of the trust center; and
checking the signed software for integrity, using the
public key of the software signature site contained in
the software signature certificate, the public key of the
software signature site being complementary to the
secret key of the software signature site,
wherein a clearing code site signature certificate is further
generated using the secret key of the control entity of the
trust center according to the public-key method,

wherein the clearing code site signature certificate is con-
figured to be usable to restrict use of the software to a
specific vehicle control unit using a unique number indi-
vidualized to said specific vehicle control unit, and
wherein the method further comprises

restricting use of the software in accordance with each of

the software signature certificate and the clearing code
site signature certificate.

10. A computer program product stored upon a non-tran-
sitory computer readable medium having processor execut-
able code embodied therein to provide software for use by a
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vehicle control unit configured to be installed in a vehicle, the
processor executable code executing via sequence control of
a data processing system of a motor vehicle or motorcycle,
said non-transitory computer readable medium having:
processor executable program code to generate a software
signature certificate using a public key of a software
signature site and a secret key of'a control entity of a trust
center of a vehicle manufacturer of the vehicle in which
the vehicle control unit is configured to be installed,
wherein the software signature certificate is configured
to be usable to restrict use of software to at least one type
of vehicle control unit, according to a public-key
method,

wherein prior to execution of the software by the vehicle

control unit, the non-transitory computer readable

medium further includes processor executable program

code to:

sign the software against falsification, using a secret or
private key of the software signature site, according to
a public-key method;

check the software signature certificate for integrity
according to a public-key method using a public key
of the trust center; and

check the signed software for integrity, using the public
key of the software signature site contained in the
software signature certificate, the public key of the
software signature site being complementary to the
secret or private key of the software signature site,

wherein a clearing code site signature certificate is further
generated using the secret key of the control entity of the
trust center according to a public-key method,
wherein the clearing code site signature certificate is con-
figured to be usable to restrict use of the software to a
specific vehicle control unit using a unique number indi-
vidualized to said specific vehicle control unit, and
wherein the non-transitory computer readable medium
further includes processor executable program code to

restrict use of the software in accordance with each of the
software signature certificate and the clearing code site
signature certificate.

11. A method of providing software for use by a vehicle
control unit configured to be installed in a vehicle, said
method comprising:

storing, by the vehicle control unit, a software signature

certificate wherein the software signature certificate is
configured to be usable to restrict use of the software to
at least one type of vehicle control unit;

receiving, by the vehicle control unit, signed software;

checking, by the vehicle control unit, whether the software

signature certificate has been changed or manipulated;
checking, by the vehicle control unit, whether the signed
software has been changed or manipulated;

storing, by the vehicle control unit, a trust center certificate

that includes a public key and a signature generated
using a secret key of a trust center of a vehicle manufac-
turer of the vehicle in which the vehicle control unit is
configured to be installed;

storing, by the vehicle control unit, a clearing code site

signature certificate that includes a second public key
and a second signature, wherein the clearing code site
signature certificate is configured to be usable to restrict
use of the software to a specific vehicle control unit
using a unique number individualized to said specific
vehicle control unit; and

restricting use of the software in accordance with at least

each of the software signature certificate and the clear-
ing code site signature certificate,
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wherein the software signature certificate includes a third
public key and a third signature.
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